
 

 

INFORMATION SECURITY POLICY 
 
 
 
 
 

 
ISO27001 Policy Announcement 

 
Dear Business Partners and Stakeholders, 

 

As Ulusoy Un, we adopt  ensuring and sustaining information security in network, 

infrastructure, communication, software, information technologies support services and all 

relevant business processes and in supportive processes such as human resources, accounting 

and finance constituting Information Security Management System, which we provide to our 

business partners and stakeholders. 

Our main information security objectives are; 

 

• minimizing the potential losses that might be arising from information security by managing 

the information security effectively, 

 

• reducing the likelihood of experiencing information security violation; and if it happens, 

responding in a coordinated manner, 

 

• preventing interruptions that might be experienced in critical business processes; and in the 

event of a failure, becoming operative again within targeted recovery period, 

 

• ensuring all business processes to be integrated, concerted and balanced with each other, 

 

• abiding by all legal legislations and agreements made with third parties (business partners, 

customers, suppliers) concerning information security, 

 

• ensuring the confidentiality, integrity and accessibility of information assets of our customers 

within the scope of Information Security Management System, 

 

• protecting our reputation and brand value before our employees, customers, suppliers and 

public, 

 

• ensuring continuous improvement of Information Security Management System. 
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