
Information 
Security Policy



ISO 27001 Policy Announcement

Dear Business Partners and Stakeholders,

At Ulusoy Flour, we prioritize the security and sustainability of information in our 
supporting processes, including network and infrastructure, communication, 
software, information technology support services, and all related business 
processes, as well as human resources, accounting, and finance processes that 
constitute our ISMS scope, provided to our business partners and stakeholders.

Our main objectives for information security are;

INFORMATION SECURITY POLICY

• To effectively manage information security and minimize potential damages 
caused by information security incidents,

• To minimize the likelihood of information security breaches and to respond in 
a coordinated manner if such incidents occur,

• To prevent interruptions in critial business processes and, if unavoidable, to 
restore them to a functional state within the targeted recovery time,

• To ensure all business processes are integrated, harmonized, and balanced 
with each other,

• "To comply with all legal regulations related to information security and with 
contracts made with third parties (business partners, customers, suppliers),

• To ensure the confidentiality, integrity, and accessibility of our customers 
information assets within the Information Security Management System scope,

• Preservation of perception and brand value among our employees, 
customers, suppliers, and the public,

• To ensure the continuous improvement of the Information Security 
Management System. 


